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THIS MASTER COOPERATIVE PURCHASING AGREEMENT (this "Master Agreement”) is entered into by and 
between The Cooperative Council of Governments, Inc., the Winning Supplier, And Equalis. Throughout this 
Master Agreement, CCOG, Winning Supplier, and Equalis are referred to interchangeably as in the singular 
“Party” or in the plural “Parties.” 

1. RECITALS

A. CCOG is a Council of Governments formed under Chapter 167 of the Ohio Revised Code and serves as
a lead agency (a “Lead Public Agency”) for Equalis Group (“Equalis Group”), a national cooperative purchasing
organization, by publicly procuring Master Agreements for products and services to be made available to
current and prospective Equalis Group members (“Equalis Group Member” or “Member”).

B. Equalis is the third-party procurement administrator for and duly authorized agent of CCOG, and in
that role manages the procurement, contract management, marketing, sales, reporting, and financial
activities of, for, and on behalf of CCOG at the direction and with the authorization of the CCOG Board of
Directors.

C. To the extent that the laws of a state, region, territory, and/or country permit, any public sector entity
may join Equalis Group as a Member. The term “Public Sector Entities” includes, but is not limited to, political
subdivisions, municipal corporations, counties, townships, villages, school districts, special districts, public
institutions of higher education or training, units of government, state/regional/territorial agencies,
state/regional/territorial governments, federal/national agencies, federal/national governments, and other
entities receiving financial support from tax monies and/or public funds.

D. Any organization that is exempt from federal income tax under Section 501(c)(3) of the IRS Code, and
any other entity if permitted under the IRS Code and other applicable law, including for-profit companies, may 
also join Equalis Group as a Member.

E. Equalis Group makes its Master Agreements available through groups and associations (“Association
Partners”) that contract with Equalis for the purpose of providing additional benefits to the members of such
Association Partners.

F. Members, Association Partners, and Association Partners’ members are referred to throughout this
Master Agreement as Equalis Group participants (“Equalis Group Participants”).

G. CCOG issued this request for proposal (“RFP”) on behalf of Equalis Group Participants for and awarded
a contract to Winning Supplier as a lowest responsive and responsible bidder. The products and services made
available in this contract are defined by the contents of the Winning Supplier’s Cost Proposal submission
(“Products & Services”).

H. CCOG and Equalis agree to make the Products & Services from Winning Supplier available to Equalis
Group Participants and Winning Supplier agrees to provide the same to Equalis Group Participants who
purchase Products & Services (“Program Participants”) subject to the terms of this Master Agreement.

NOW, THEREFORE, in consideration of the mutual promises contained herein, the Parties agree to the 
following terms and conditions: 
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2.  TERMS & CONDITIONS 
 

2.1. Personnel & Equipment. The Parties agree that the number and types of any subcontractors, 
dealers, distributors, personnel, or specialized equipment which may be required to furnish 
Products & Services to Program Participants will be determined by Winning Supplier. Winning 
Supplier agrees to engage the number and types of subcontractors, personnel, and/or specialized 
equipment necessary to furnish the types of Products & Services as specified in Appendix B to all 
Program Participants throughout the Term, as defined in Appendix A, of this Master Agreement 
and any Customer Agreement. 

 
2.2. Supplemental Agreements. Winning Supplier may enter into separate supplemental agreements 

with an Equalis Group Participant to further define the terms and conditions of purchasing 
Products & Services as defined in Appendix B (“Customer Agreement”). Any Customer 
Agreement entered into as a result of this contract is exclusively between the Program 
Participant and Winning Supplier. Neither CCOG, Equalis Group, its agents, Member and 
employees shall be made party to any claim for breach of such agreement.  

 
2.3. Rates & Charges. The rates, fees, and charges to be charged to and paid by Program Participants 

for Products & Services are set forth in Appendix B. Winning Supplier agrees that there are no 
other applicable rates, fees, charges, or other monetary incentives for Products & Services except 
those set forth in Winning Supplier’s cost proposal. 

 
2.4. The Term. This Master Agreement and the Appendices attached hereto will become effective as 

of effective date identified in the Master Agreement Signature Form (the “Effective Date”). This 
Master Agreement will remain in effect for four (4) years and will expire on the date identified in 
the Master Agreement Signature Form (the “Termination Date”) unless extended, terminated, 
or cancelled as set forth in the Master Agreement (the “Initial Term”). This Master Agreement 
may be renewed for one (1) additional one (1) year period by CCOG (a “Renewal Term”) unless 
this Master Agreement is terminated as set forth herein. By mutual consent of the Parties, the 
Term of this Master Agreement may be extended beyond the Initial and Renewal Term (the 
“Extended Term”). The Initial Term together with all Renewal Terms and Extended Terms 
exercised are hereinafter collectively referred to as the “Term.” 

 
2.5. Formation of Contract 

a. Bidder Contract Documents. CCOG and Equalis Group will review proposed Bidder contract 
documents. Bidder’s contract document shall not become part of CCOG and Equalis Groups’ 
contract with Bidder unless and until an authorized representative of CCOG and Equalis Group 
reviews and approves it. 

b. Entire Agreement. This Master Agreement, including its Recitals, together with all 
components of the RFP, attachments, appendices, and exhibits hereto, constitutes the entire 
agreement between the Parties with respect to the subject matter hereof and supersedes all 
prior oral or written representations and agreements with regard to the same subject matter. 
The Parties acknowledge that this Master Agreement has been negotiated and incorporates 
their collective agreement as to the provisions to be contained herein. Therefore, no 
presumption will arise giving benefit of interpretation by virtue of authorship of any provision 
of this Master Agreement, and any ambiguity may not be construed for or against any Party. 
Winning Supplier’s complete and final RFP response is hereby incorporated into and made 
part of this Master Agreement. 

c. Modification. No release, discharge, abandonment, waiver, alteration, or modification of any 
of the provisions of this Master Agreement, or any of the Appendices incorporated herein, 
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shall be binding upon any Party unless set forth in a writing signed by authorized 
representatives of the Parties. 

d. Assignment. This Master Agreement and the rights and obligations hereunder may not be 
assignable by any Party hereto without the prior written consent of the other Parties, which 
consent shall not be unreasonably withheld, conditioned, or delayed, provided, however, that 
Winning Supplier and Equalis may assign their respective rights and obligations under this 
Master Agreement without the consent of the other Parties in the event either Winning 
Supplier or Equalis shall hereafter effect a corporate reorganization, consolidation, merger, 
merge into, sale to, or a transfer of all or substantially all of its properties or assets to another 
entity. Subject to the preceding sentence, this Master Agreement will be binding upon, inure 
to the benefit of, and be enforceable by the Parties and their respective successors and 
assigns. Any instrument purporting to make an assignment in violation of this section shall be 
null and void. This Master Agreement may be extended to additional entities affiliated with 
the Parties upon the mutual agreement of the Parties. No such extension will relieve the 
extending Party of its rights and obligations under this Master Agreement. 

e. Order of Precedence. 
 

(1) General terms and conditions 
(2) Specifications and scope of work 
(3) Attachments and exhibits 
(4) Documents referenced or included in the solicitation 

 

2.6. Confidentiality.  
 

a. Obligation. The nature and details of the business relationship established by this Master 
Agreement, and the business information regarding the other Party(ies) (the “Disclosing 
Party”) to which a Party(ies) (the “Receiving Party”) may become privy during the Term of 
this Master Agreement (collectively, the “Information”) constitute confidential and 
proprietary information, the disclosure, copying, or distribution of which could result in 
competitive harm to the Disclosing Party. Each Party agrees to maintain the other Parties’ 
Information in the strictest confidence and agrees not to disclose, copy, or distribute the other 
Parties’ Information, whether orally or in writing, directly or indirectly, in whole or in part, 
except to those of the Receiving Party’s employees, agents, subcontractors, and suppliers 
with a need to know the Information. The foregoing will not limit a Receiving Party, for 
purposes of marketing, from informing actual or potential Equalis Group Participants of the 
existence of a contractual relationship between the Parties. The Parties further agree that 
they will require that all of their employees, agents, subcontractors, and suppliers abide by 
the terms of these confidentiality obligations. The confidentiality obligations set forth in this 
section will continue in effect for the Term of this Master Agreement and for a period of two 
(2) years after the date this Master Agreement is terminated or expires. 

 
b. Exceptions. Nothing herein will apply to any information (a) which is or becomes generally 

available to the public other than as a result of a disclosure by a Receiving Party or its 
representatives, (b) which was available on a non-confidential basis prior to its disclosure by 
the Disclosing Party or its representatives, (c) which becomes available to a Receiving Party 
on a non-confidential basis from a source other than the Disclosing Party or its 
representatives, provided that such source is not known to be subject to any prohibition 
against transmitting the information, (d) which is disclosed pursuant to an order of court; 
provided that in the event that proprietary information is disclosed or threatened to be 
disclosed pursuant to this clause (d), the Receiving Party will give the original Disclosing Party 
prompt, written Notice, as hereinafter defined, of such threatened disclosure and the right to 



- 5 - 

defend against such disclosure, at Disclosing Party’s expense, and provided further that the 
original Receiving Party will cooperate reasonably in such defense, or (e) which is subject to a 
Freedom of Information Act Request or other public records request to which a Party is, or 
may be, required to respond by applicable law. 

 
2.7. Indemnification. Winning Supplier shall protect, indemnify, and hold harmless both CCOG and 

Equalis Group and its Members, administrators, employees and agents against all claims, 
damages, losses and expenses arising out of or resulting from the actions of Winning Supplier, 
Winning Supplier employees or subcontractors in the preparation of the solicitation and the later 
execution of the contract, including any supplemental agreements with Members.  

2.8. Notice & Opportunity to Defend; Limitations & Thresholds. 
 

a. Notice; Opportunity. If any Losses are asserted against an Indemnified Party, such 
Indemnified Party shall notify the Indemnifying Party as promptly as practicable and give it an 
opportunity to defend the same. The Indemnified Party shall reasonably cooperate with the 
Indemnifying Party in connection with such defense. In the event that the Indemnifying Party 
in connection with such claim fails to defend against the claim within thirty (30) days after 
Notice of such claim, the Indemnified Party shall be entitled to assume the defense thereof, 
and the Indemnifying Party shall be liable to repay the Indemnified Party entitled to 
indemnification for all its expenses reasonably incurred in connection with said defense 
(including reasonable attorneys’ fees and settlement payments) until the Indemnifying Party 
assumes such defense. The attorneys prosecuting such defense on behalf of a Party must be 
acceptable to the Indemnified Party, which acceptance shall not be unreasonably withheld. 

b. Liability. Notwithstanding any other provision of this Master Agreement, indemnity 
obligations entered into hereunder shall be due only to the extent of the Losses actually 
suffered by an Indemnified Party (i.e., reduced by any offsetting or related asset or service 
received and any recovery from any third party). The Indemnifying Party’s insurance shall 
obtain all rights of the Indemnified Party against any third party with respect to any claim for 
which indemnity was paid. 

 
2.9. Winning Supplier Insurance. During the Term of this Master Agreement, and for two (2) years 

following expiration or termination of this Master Agreement, Winning Supplier, at its own 
expense, shall maintain and shall require that its agents, subcontractors, and suppliers engaged 
in Winning Supplier’s performance of its duties under this Master Agreement maintain general 
liability insurance, property insurance, and automobile insurance (at a minimum, in the amount 
of $1,000,000 per occurrence/$5,000,000 annual aggregate) applicable to any claims, liabilities, 
damages, costs, or expenses arising out of its performance under this Master Agreement, or any 
Appendix, and with respect to, or arising out of, Winning Supplier’s provision of Products & 
Services to Program Participants. CCOG, Equalis, and their respective officers, directors, 
employees, and agents will be named as certificate holders on Winning Supplier’s related 
insurance policies. All such insurance policies shall incorporate a provision requiring the giving of 
written Notice to CCOG and Equalis at least thirty (30) days prior to the cancellation, nonrenewal, 
and/or material modification of any such policies. Winning Supplier shall submit to Equalis within 
ten (10) calendar days after the Effective Date of this Master Agreement, and prior to furnishing 
Products & Services to any Program Participants, valid certificates evidencing the effectiveness 
of the foregoing insurance policies. Winning Supplier shall provide such valid certificates on an 
annual basis until the terms of this section are no longer applicable. 

 
2.10. Termination Rights. The Parties shall have the termination rights set forth below. 
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a. Insolvency. If a petition in bankruptcy is filed by any Party, or if any Party is adjudicated as 
bankrupt, or if any Party makes a general assignment for the benefit of creditors, or if a 
receiver is appointed on account of the insolvency of any Party, then the other Parties, 
without prejudice to any other right or remedy, may terminate this Master Agreement upon 
giving at least five (5) business days prior written Notice of such termination. 
 

b. Mutual Consent. This Master Agreement, or any Appendix, may be terminated at any time by 
the mutual written consent of the Parties. 
 

c. Breach. In the event that any Party commits a material breach of its obligations under this 
Master Agreement, except for a payment obligation, the non-breaching Party(ies) may 
provide written Notice describing the material breach to the breaching Party. The breaching 
Party will have thirty (30) calendar days to cure such breach or provide acceptable 
reassurance to the non-breaching Party(ies), or, if the Parties agree that a cure or reassurance 
is not feasible within thirty calendar (30) days, such period of time for cure or satisfactory 
reassurance as the Parties may agree in writing. If the breach is not cured within such period 
or if satisfactory reassurance is not accepted by the non-breaching Party(ies) in such period, 
then the Party(ies) not in breach may terminate this Master Agreement upon ten (10) 
business days written Notice at the Addresses for Notices set forth in Appendix A.  

 
2.11. Effects of Termination. Upon termination of this Agreement for any reason, all Customer 

Agreements entered into with Program Participants shall immediately terminate. Winning 
Supplier shall immediately cease any sales of Products & Services to any Program Participant 
under and through the terms of this Master Agreement. Following the date of termination, 
Winning Supplier shall not be precluded from selling its products and services to individuals, 
businesses, and entities that were Program Participants when this Master Agreement was in 
effect either directly or through some other contract vehicle. Following the date of termination, 
CCOG and Equalis shall not be precluded from transitioning individuals, businesses, and entities 
that were Program Participants when this Master Agreement was in effect to another agreement 
or Equalis Group supplier partner.  

 
2.12. Audit of Winning Supplier. CCOG and Equalis, whether directly or through an independent 

auditor or accounting firm, shall have the right to perform audits, including inspection of books, 
records, and computer data relevant to Winning Supplier’s provision of Products & Services to 
Program Participants pursuant to this Master Agreement, to ensure that pricing, inventory, 
quality, process, and business controls are maintained; provided, however, that such inspections 
and audits will be conducted upon reasonable notice to Winning Supplier and so as not to 
unreasonably interfere with Winning Supplier’s business or operations. 

 
2.13. Force Majeure. This Master Agreement will be temporarily suspended during any period to the 

extent that any Party during that period is unable to carry out its obligations under this Master 
Agreement or the Appendices by reason of an Act of God or the public enemy, act of terrorism, 
epidemic or pandemic, fire, flood, labor disorder not caused by Winning Supplier, civil 
commotion, closing of the public highways not caused by Winning Supplier, government 
interference, government regulations, or any other event or occurrence beyond the reasonable 
control of the affected Party (“Event of Force Majeure”). No Party will have any liability to the 
other Party(ies) for a delay in performance nor failure to perform to the extent this Master 
Agreement or any Appendix is so temporarily suspended; provided that nothing contained herein 
shall apply to payment obligations with respect to obligations which have already been 
performed under this Master Agreement. If the provision of Products & Services are impeded 
due to an Event of Force Majeure, then Winning Supplier may apportion the provision of 



- 7 - 

Products & Services among its present and future customers on a fair and reasonable basis after 
consulting with Equalis and the Program Participants potentially affected and in a manner that 
would not reasonably be expected to disproportionately affect Program Participants.   

 
2.14. Notices. All notices, claims, certificates, requests, demands, and other communications required 

or permitted hereunder (“Notice”) must be in writing and will be deemed given to the Addresses 
for Notices (a) when delivered personally to the recipient, (b) upon delivery by reputable 
overnight courier service (charges prepaid), or (c) upon delivery or refusal of delivery by certified 
or registered mail, return receipt requested, and addressed to the intended recipient. The Parties 
agree that the day-to-day business communications, including notification of a change of 
address, pricing updates, or revisions to any Appendix, may be made via electronic 
communication. 

a. Addresses for Notices. Written notices for the Winning Supplier will be sent to the mailing 
address provided the Winning Suppliers proposal. 

 

i. If to CCOG: ii. If to EQUALIS: 
    
 The Cooperative Council of 

Governments, Inc. 
Attn: Board President 
6001 Cochran Road, Suite 333 
Cleveland, Ohio  44139 
Facsimile: 440.337.0002 
 

 Equalis Group, LLC. 
Attn: Eric Merkle, SVP 
5550 Granite Parkway, Suite 
298 
Plano, Texas  75024 
 

  
  
  
  

 
2.15. Waiver. Other than the rights and obligations with respect to payment provided by this Master 

Agreement, waiver by any Party(ies) of or the failure of any Party(ies) hereto to enforce at any 
time its rights with regard to any breach or failure to comply with any provision of this Master 
Agreement by the other Party(ies) may not be construed as, or constitute, a continuing waiver 
of such provision, or a waiver of any other future breach of or failure to comply with the same 
provision or any other provision of this Master Agreement. 

 
2.16. Governing Law; Invalidity. This Master Agreement shall be construed and enforced in 

accordance with, and governed by, the laws of the State of Ohio without regard to rules of 
conflict of laws. If any provision of this Master Agreement is declared unlawful or unenforceable 
by judicial determination or performance, then the remainder of this Master Agreement shall 
continue in force as if the invalidated provision did not exist. Any suits filed by any Party pursuant 
to this Master Agreement shall be brought in a court of competent jurisdiction located in 
Cuyahoga County, Ohio. In the event any Party initiates a suit and that suit is adjudicated by a 
court of competent jurisdiction, the prevailing Party shall be entitled to reasonable attorney’s 
fees and costs from the non-prevailing Party in addition to any other relief to which the court 
determines the prevailing Party is entitled or awarded. 

 
2.17. No Third-Party Beneficiaries; Survival of Representations. This Master Agreement is made solely 

for the benefit of the Parties to it, and no other persons will acquire or have any right under or 
by virtue of this Master Agreement. Except as otherwise provided herein, all representations, 
warranties, covenants, and agreements of the Parties shall remain in full force and effect 
regardless of any termination of this Master Agreement, in whole or in part.   
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2.18. Execution in Counterparts. This Master Agreement may be executed in one or more 
counterparts, each of which will be deemed an original. For purposes of this Master Agreement, 
a facsimile, scanned, or electronic signature will be deemed an original signature. 

 
2.19. Nondiscrimination & Intimidation.   

 
a. Winning Supplier expressly agrees that in the hiring of employees for the performance of work 

or services under this Master Agreement or any subcontract that takes place in the State of 
Ohio, Winning Supplier, its subcontractors, or any person acting on a Winning Supplier’s or its 
subcontractor’s behalf shall not discriminate in the hiring of employees by reason of race, 
creed, sex, disability as defined in Section 4112.01 of the Ohio Revised Code nor shall it 
discriminate against any citizen of the State of Ohio in the employment of labor or workers 
who are qualified and available to perform the Work to which the employment relates. 
 

b. Winning Supplier expressly agrees that Winning Supplier, any of its subcontractors, or any 
person on behalf of Winning Supplier or its subcontractors in any manner shall not 
discriminate against or intimidate any employee hired for the performance of work or services 
under this Master Agreement on account of race, creed, sex, disability as defined in Section 
4112.01 of the Ohio Revised Code, or color. 

 
c. Winning Supplier expressly agrees to include principally similar provisions of this section in 

each of its written subcontractor agreements for the Products & Services subject to this 
Master Agreement.  

 



 

Make the mark. 
COOPERATIVE COUNCIL OF GOVERNMENTS 

RFP # COG-2127 - Cybersecurity Products & Services 
Technical Proposal 

MARCH 10, 2022 



 

 

 

 

March 10, 2022 
 
Mr. Norm Hinman 
Information Security Administrator 
City of Roseville 
316 Vernon Street, Suite 300 
Roseville, CA 95678 
 
Dear Norm, 

Thank you for the opportunity to submit our proposal for cybersecurity products& services to 
Cooperative Council of Governments (“CCOG”). We anticipate that you want to engage a firm capable of 
exceeding your expectations as well as one that understands your organization and its unique needs.  

With over 30 years of assisting public and private sector clients in providing cybersecurity services; we 
are intimately familiar with the challenges faced by our clients. Our proposed team assists governmental 
clients across the country with cybersecurity policies and procedures consultation, cybersecurity 
reviews, IT risk assessments, PCI-DSS compliance services, penetration testing, and other IT consulting 
services. We have worked with clients of varied sizes and budgets and have developed practical, 
implementable IT recommendations and solutions for each of them. Our range of knowledge will offer 
significant value to CCOG members as it contemplates opportunities to identify vulnerabilities and 
improve network security internal controls. Utilizing industry-standard tools and tailored 
methodologies, our skilled team of professionals will deliver a cost-effective and timely assessment. They 
will provide practical recommendations to mitigate identified risks and leverage existing resources. We 
have also compiled an unsurpassed database of best practices relative to cybersecurity and technology 
risk management to assure a successful and tailored deliverable.  

Plante Moran offers: 

• A proven methodology and approach based on over 30 years of experience in providing 
cybersecurity and technology audit services for public sector clients.  

• Up to date cybersecurity expertise acquired from utilizing industry best practice tools (NIST, ISO 
27002, COBIT) and researching the latest regulatory guidance (GDPR, HIPAA, PCI-DSS, GLBA, 
FERPA) used in conjunction with conducting information technology audit and assessments, 
cybersecurity risk assessments, regulatory compliance assessments, and providing related 
guidance concerning IT governance for clients. 

• Relevant industry expertise conducting various technical and administrative cybersecurity 
consulting engagements for clients including recent engagements for the following entities: 

 Broward County, FL 
 Orange County, CA 
 City of Detroit, MI 
 City of Sunnyvale, CA 

 New York State Teachers Retirement, NY 
 City of Tacoma, WA 
 Colorado Springs, CO 
 Hampton Roads Transit Authority, VA 



 
 

 

• Independence from third-party system and hardware providers, which allows us to assist in 
objective cybersecurity assessments and recommendations that best meet the needs of our 
clients. We also do not provide implementation or managed security services and thus our 
recommendations will not be biased toward Plante Moran providing services or solutions to 
improve controls. 

• A strong dedicated team of cybersecurity consultants who have served public sector 
organizations and corporate entities across the United States and are: 

 Familiar with the full range of emerging technologies and associated cyber risks specific 
to the public sector, such as mobile technologies, smart cities, cloud computing, Internet 
of Things (IOT), big data, and digital government services. 

 Professionally certified with information security specialist designations including: 
Certified Information Systems Auditor (CISA), Certified Information Security Manager 
(CISM), Certified Information Systems Security Professional (CISSP), Qualified Security 
Assessor (QSA), Certified Ethical Hacker (CEH), and Certified Expert Penetration Tester 
(CEPT). 

 Trained professionals in best practice technology management and service frameworks, 
including the National Institute of Standards and Technology (NIST), Control Objectives 
for Information and Related Technology (COBIT), Information Technology Infrastructure 
Library (ITIL), and International Organization for Standardization (ISO).  

• A high level of client satisfaction reflected by providing assessment and planning services for 
clients who request subsequent solution selection or implementation management assistance.  

Based on our understanding, we will serve as a Trusted Partner to meet your desired result from this 
engagement. We encourage you to call our references as part of your due diligence. You will find that 
they will attest to the quality of our work. Plante Moran submits this proposal in strict accordance with 
your RFP requirements. Our proposal is valid for 180 days from the proposal due date. 

If you have any questions concerning this proposal, please contact me at 248-223-3428 or 
raj.patel@plantemoran.com.  

Sincerely, 
PLANTE & MORAN, PLLC 

 

Raj Patel, Engagement Partner 

 

mailto:raj.patel@plantemoran.com
mailto:raj.patel@plantemoran.com
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COVID-19 protocols 
We’re committed to maintaining the highest possible level of client service while protecting our clients, 
staff, families, and communities. Throughout the COVID-19 pandemic, our dedicated task force of leaders 
across the firm have monitored, addressed, and mitigated risks presented by the virus, and we’ve strictly 
adhered to all guidance presented by the Centers for Disease Control and Prevention (CDC), the 
Occupational Safety and Health Administration (OSHA), the World Health Organization (WHO), and other 
trusted public health officials.  

Each of our staff has made this pledge: “I commit to embody 

the firm’s ‘We Care’ philosophy by following all safety protocols 

as established by the firm to promote a safe work environment 

for my fellow PMers and clients.” 

Our updated COVID-19 policies include the following protocols, which will continue to be updated as 
often as necessary: 

• Return-to-office program: We have reopened our offices to 50% capacity and are following local and 
OSHA guidance regarding social distancing, distance between workspaces, cleanliness, mask wearing, 
etc. Staff who can effectively work remotely are able to continue doing so.  

• Vaccination policy: We have implemented a voluntary vaccination tracking policy and protocols 
surrounding vaccination status. In accordance with OSHA guidelines, staff who are not fully 
vaccinated must adhere to social distancing and masking requirements when interacting with others.  

• Daily health checks: Our internal health check form asks all staff to confirm daily whether they’re 
working from home or from a Plante Moran office, client site, or other work location. Staff must 
certify they are free from symptoms of COVID-19 and any known exposure prior to work at any 
environment outside their homes. 

What this means for Cooperative Council of Governments 

• The right technology in place to perform our work remotely: Our Client Collaboration Center allows 
our team and yours to securely share and access files 24/7. We’ll exercise flexibility in planning an 
engagement approach that works for your team, striking the right balance between virtual and in-
person work. 

• Communication that fits your needs: We’ll coordinate video or conference calls — and in-person 
meetings as requested — with your team at a frequency that meets the needs of your engagement 
and your preferences.  

• Regular updates on the ongoing business impacts of COVID-19: Our COVID-19 Resource Center will 
continue to keep you updated with relevant economic analysis, crisis management guidelines, notices 
of changing regulations, and more to support the Cooperative Council of Governments. 

If you have any questions, Engagement Partner Raj Patel is awaiting your call. Cooperative Council of 
Governments needs a trusted advisor — now more than ever — and we’re ready to fulfill that role.  

https://www.plantemoran.com/explore-our-thinking/areas-of-focus/covid-19-resource-center
https://www.plantemoran.com/explore-our-thinking/areas-of-focus/covid-19-resource-center
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1. Overview & Qualifications 
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1.1. Company information 

1.1.1. Company Name 

Plante & Moran, PLLC 

1.1.2. Corporate Street Address 

3000 Town Center, Suite 100, Southfield, MI 48075 

1.1.3. Remittance Address: 

16060 Collections Center Drive, Chicago, IL 60693 

1.1.4. Main Telephone Number 

248-352-2500 

1.1.5. Website: 

www.plantemoran.com  

1.1.6. Formation. In what year was the company formed? For how long has your 
company been operating under its present business name? If your company has 
changed its business name, include the most recent prior business name and the year of 
the name change. 

Plante Moran was founded in the year 1924 and has been operating under the same business name 
since. 

1.1.7. Legal Structure. Check the box next to the option that best describes the 
company’s legal structure. Include requested narrative in the space provided. 
☐ Corporation – provide the State of incorporation and the company ownership 
structure. 
☐  Partnership – provide the State of registration and the names of all partners. 
☐  Sole Proprietorship – provide the State of registration and the name and title of the 
principal. 
☐  Joint Venture – provide the State of registration and the names and titles of all 
principals. 
☒  Other – provide detailed description of corporate structure and ownership. 

Plante Moran is registered in the State of Michigan. 

Plante Moran is strong as a firm because our people — and our leadership — are strong. Firm 
Managing Partner Jim Proppe leads our firm with the collaboration of nine group managing 
partners who are responsible for leading specific areas of the firm, as shown below. Other 
members of firm leadership include our chief information officer, chief financial officer, and 
director of human resources. This team steers our firm with a focus on future success, both for 
Plante Moran and the organizations we are privileged to serve.  

http://www.plantemoran.com/
http://www.plantemoran.com/
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Jim Proppe 

Firm Managing 
Partner and Chief 
Executive Officer 

Frank Audia 

Group Managing 
Partner, Tax 

Beth Bialy 

Group Managing 
Partner, Nonprofit 
and Public Sector 

Industries 

Laura Claeys 

Group Managing 
Partner, Michigan 

and Colorado 
Offices 

Jason Drake 

Group Managing 
Partner, 

Chicagoland, Ohio, 
and International 

Offices 

     
Dennis Graham 

Group Managing 
Partner, 

Management 
Consulting 

John Lesser 

Group Managing 
Partner, Wealth 

Management 

Chris McCoy 

Group Managing 
Partner, Firm 

Administration 

Brad Virkus 

Group Managing 
Partner, 

Commercial 
Industries 

Bryan Welsh 

Group Managing 
Partner, Assurance 

   

  

Paul Blowers 

Chief Information 
Officer 

Dan Trotta 

Chief Financial 
Officer 

Diana Verdun 

Director of Human 
Resources 

  

1.1.8. Federal Tax ID# or Social Security # 

38-1357951 

1.1.9. Primary Point of Contact. Provide information about the Bidder 
representative/contact person authorized to answer questions regarding the proposal 
submitted by your company: 

Raj Patel, Engagement Partner  

1.1.10. Authorized Representative. Print or type the name of the Bidder representative 
authorized to address contractual issues, including the authority to execute a contract 
on behalf of Bidder, and to whom legal notices regarding contract termination or 
breach, should be sent (if not the same individual as in 1.1.9., provide the following 
information on each such representative and specify their function).  

Raj Patel, Engagement Partner 

 

https://www.plantemoran.com/get-to-know/people/p/jim-proppe
https://www.plantemoran.com/get-to-know/people/a/frank-audia
https://www.plantemoran.com/get-to-know/people/b/beth-bialy
https://www.plantemoran.com/get-to-know/people/p/jim-proppe
https://www.plantemoran.com/get-to-know/people/p/jim-proppe
https://www.plantemoran.com/get-to-know/people/g/dennis-graham
https://www.plantemoran.com/get-to-know/people/p/jim-proppe
https://www.plantemoran.com/get-to-know/people/m/chris-mccoy
https://www.plantemoran.com/get-to-know/people/v/brad-virkus
https://www.plantemoran.com/get-to-know/people/p/jim-proppe
https://www.plantemoran.com/get-to-know/people/b/paul-blowers
https://www.plantemoran.com/get-to-know/people/t/dan-trotta
https://www.plantemoran.com/get-to-know/people/p/jim-proppe
https://www.plantemoran.com/get-to-know/people/a/frank-audia
https://www.plantemoran.com/get-to-know/people/b/beth-bialy
https://www.plantemoran.com/get-to-know/people/p/jim-proppe
https://www.plantemoran.com/get-to-know/people/p/jim-proppe
https://www.plantemoran.com/get-to-know/people/g/dennis-graham
https://www.plantemoran.com/get-to-know/people/p/jim-proppe
https://www.plantemoran.com/get-to-know/people/m/chris-mccoy
https://www.plantemoran.com/get-to-know/people/v/brad-virkus
https://www.plantemoran.com/get-to-know/people/p/jim-proppe
https://www.plantemoran.com/get-to-know/people/b/paul-blowers
https://www.plantemoran.com/get-to-know/people/t/dan-trotta
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1.2. Financial strength & legal considerations 

1.2.1. Financial Strength. Demonstrate your financial strength and stability with 
meaningful data. This could include, but is not limited to, such items as financial 
statements, SEC filings, credit & bond ratings, letters of credit, and detailed refence 
letters. Note: you may mark this information as a “Trade Secret” per the terms outlined 
in the RFP. 

 
 

 
 

 
 

1.2.2. Bankruptcy & Insolvency. Describe any bankruptcy or insolvency for your 
organization (or its predecessors, if any) or any principal of the firm in the last three (3) 
years. 

Plante Moran has never filed, nor had filed against it, any bankruptcy or insolvency proceeding, 
whether voluntary or involuntary, or undergone the appointment of a receiver, trustee, or assignee 
for the benefit of creditors. The same is true for any principal of the firm. 

1.2.3. Litigation. Describe any litigation in which your company has been involved in the last 
three (3) years and the status of that litigation. 

IDENTIFIER NATURE OF CLAIM RESOLUTION/STATUS 

Tax Matter A Claimant alleged errors in certain 
tax structuring advice. 

The lower court granted summary 
judgment in favor of Plante Moran; 
the appellate courts affirmed the 
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trial court decision in Plante 
Moran’s favor. 

Tax Matter B Claimant was an audit client that 
claims they were relying on Plante 
Moran to inform them of tax filing 
obligations 

Plante Moran has denied liability 
and is defending against the claim. 

1.3. Industry qualifications 

1.3.1. Company Identification. How is your organization best identified? Is it a 
manufacturer, distributor, dealer, reseller, or service provider? 

We are the 13th largest certified public accounting and management consulting firm in the nation. 
With a history spanning nearly 100 years, our firm provides clients with financial, human capital, 
operations improvement, strategic planning, technology selection and implementation, and family 
wealth management services. 

1.3.2. Manufacturer Authorization. If your company is best described as a 
distributor/dealer/reseller (or similar entity), please provide your written authorization 
to act as a distributor, dealer, or reseller on behalf of the manufacturer of the product(s) 
proposed in this RFP. 

Not Applicable.  Plante Moran is not considered as a distributor/dealer/reseller (or similar entity) 

1.3.3. Network Relationship. If your company is best described as a manufacturer or 
service provider, please describe how your dealer network operates to sell and deliver 
the Products & Services proposed in this RFP.  if applicable, is your network 
independent or company owned? 

Our professional services are delivered based on established relationship with existing clients and 
the growth of new business relationships through our professional development activities (e.g. , 
speaking opportunities at industry conferences, participation in industry organizations). 

1.3.4. Industry Experience. How long has your company provided the products and 
services outlined in your response to this RFP? What percentage of your company’s 
revenue in each of the last three (3) full calendar years was generated from these 
products and services? 

Plante Moran has been offering cybersecurity products and services for more than 30 years.  Our 
cybersecurity services represent approximately 40% of our management consulting practice 
operating revenue over the last three years. 
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1.3.5. Geographic Reach. Describe your company’s service area in the United States and 
which areas you intend to offer services under a resulting contract if awarded. 

Below is a summary of Plante Moran’s overall service capabilities and cybersecurity services.  It is 
our intention to provide services under our cybersecurity service offerings to potential clients 
under this contract. 

Firm service capabilities 
Whether you need a single, specific function or comprehensive service, we have the knowledge, 
experience, and resources to meet your goals. 

 
Audit & accounting 
• Financial statement audits 
• Budget reviews & projections 
• Long-range financial projections 
• Analysis of impact of proposed 

legislation 
• Employee benefit plan audits 
• Single audits 

 
Human capital 
• Early retirement incentive plan, 

design, & consulting 
• Employee benefit strategies 
• Psychological assessment 

 
Tax 
• State & local tax 
• Federal tax 
• Tax planning & preparation 
• Tax research 

 
Technology 
• Security assurance 
• Meaningful use compliance 
• PCI DSS compliance 
• ERP system implementation 
• HIPAA security 
• Internal controls review  
• Decision support software, installation, 

& consulting 
• Infrastructure & software services 
• Communications & networking 
• Contract negotiations 

 
International  
• Financial structuring 
• Co-sourcing 
• Expatriate contacts 
• Global assessment 

 
Business advisory  
• Enterprise risk services & 

internal audit 
• Compliance program services 
• Market studies 
• Financial feasibility studies 
• Financial modeling 
• Debt capacity analysis 
• Due diligence  
• Valuation 
• Fraud-related services 
• Strategic & business planning 

 
Wealth management 
• Institutional investment  
• Insurance services  
• Investment advisory  
• Individual tax  
• Trust 

 
Operations & process 
• Needs assessment 
• Process redesign 
• Operations review 
• Rightsizing/cost containment 
• Shared services/collaboration 
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Cybersecurity services 
When your goal is to provide a secure, well-controlled IT environment, Plante Moran can assist 
with the following: 

 Cyber governance 
• NIST cybersecurity standards 
• COSO/COBIT standards 
• SANs top 20 security controls 
• Security awareness 
• Cyber incident response planning 
• BCP/DRP 
• 7-point cybersecurity assessment 

Security risk assessments 
• Data and application mapping 
• Vendor management 
• Threat analysis 
• Controls mapping 
• Maturity models 
• Risk-based IT audit planning 
• Cybersecurity program 

SOC examinations 
• Readiness assessment 
• SOC 1 
• SOC 2 
• SOC 3 
• SOC for cybersecurity 
• Privacy reviews 

 IT audits 
• General controls review (access, physical, 

operational controls) 
• Application controls assessment (SAP, Oracle, 

PeopleSoft, QAD, Plex, Epicor) 
• User access reviews 
• ERP security and controls 
• Pre/post-implementation controls review  

Attack and pen 
• External penetration testing 
• Infrastructure security assessment 
• Vulnerability assessment services 
• Social engineering tests 
• Web application security 
• Database security 
• Wireless security 
• Virtualization security 
• Cloud computing security 
• Mobile device security 

Security compliance 
• Sarbanes-Oxley 
• PCI DSS 
• HITRUST 
• ISO27001 security standards 
• Financial services regulations (FFIEC, BSA, 

NACHA, etc.) 
• Privacy regulations (HIPAA/HITECH, GLBA, 

FERPA, GDPR, etc.) 
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1.3.6. Certifications and Licenses. Provide a detailed explanation outlining the licenses and 
certifications that are i) required to be held, and ii) actually held by your organization (including 
third parties and subcontractors that you use). Has your company maintained these certifications 
on an ongoing basis? If not, when and why did your company lose any referenced certifications? 
NOTE: Provide copies of any of the certificates or licenses included in your response in Section 7 – 
Required Proposal Forms. 

State Licenses as a CPA firm 
As a CPA firm,  Plante Moran is required to be certified as a licensed CPA firm within each state 
Plante Moran provides Accounting and Tax services.   We maintain these licenses through 
certification renewal in support of our services provided to clients.  Plante Moran is licensed in the 
states of Michigan, Ohio, and Illinois.  We have included in Section 7 – Required Proposal Forms  
copies of these state licenses. 
1.3.7. Awards. Describe any relevant awards received by your company for its products, 
services, innovation, and/or operations. Include information about the issuing 
organization and the year(s) the award was issued to your company. 

At Plante Moran we have a saying: “We don’t do the things we do to win awards; we win awards 
because of what we do.” 

We have highlighted below a few awards that we have received that reflect our efforts to enhance 
the quality of service to our clients and our focus on employees.  A listing of the firm’s awards can 
be found on our website.  

• FORTUNE magazine — Plante Moran has 
been named to Fortune magazine’s 100 Best 
Companies to Work For in America for 23 
consecutive years. 

• Detroit Free Press Top Workplaces — In 
November 2021, Plante Moran was named a 
Top Workplace by the Detroit Free Press. We 
ranked first in the “large company” category. 
This marked the 12th consecutive year we 
made the list. 

• Top Workplaces USA — In January 2022, 
Plante Moran was named to the Top 
Workplaces™ list of “2022 Top Workplaces 
USA.” We ranked No. 3 in the 2500+ staff 
category.  

• Chicago Tribune Top Workplaces — In 
November 2021, the Chicago Tribune named 
Plante Moran to its list of “Top Workplaces” 
in the “midsize companies” category. This is 
our fifth consecutive year on the list. 

• Accounting Today Top 100 Accounting 
Firms – In 2021, Accounting Today magazine 
ranked us the #13 accounting firm in the 
country. We also ranked in the top 30 for tax 
firms. 

• Association for Talent Development (ATD) 
BEST Award — In August 2021, the 
Association for Talent Development (ATD) 
recognized Plante Moran as a BEST Award 
winner for our learning and talent 
development practices that impact the 
strength of our firm. This is our third 
consecutive year on the list. 

https://www.plantemoran.com/explore-our-thinking/insight/about-us/awards
https://www.plantemoran.com/explore-our-thinking/insight/about-us/awards
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• Cleveland Plain Dealer Top Workplaces — In 
June 2021, the Cleveland Plain Dealer named 
Plante Moran to its list of "Top Workplaces." 
We ranked #11 of 105 in the small business 
category. 

 

• 2021 Best Places to Work in IT — In July 
2021, Plante Moran was ranked the #4 
midsized company on Insider Pro and 
Computerworld’s 2021 “100 Best Places to 
Work in IT” list. This is our fourth 
consecutive year on the list. We were 
recognized for training, benefits, access to 
progressive technologies, and more. 

• Best Workplaces in Chicago — In May 2021, 
Great Place to Work® named Plante Moran 
one of its “Best Workplaces in Chicago.” This 
is the fourth consecutive year we made the 
list. 

• Best Workplaces in Consulting & 
Professional Services — In April 2021, 
Fortune magazine and Great Place to Work® 
named Plante Moran one of its “Best 
Workplaces in Consulting & Professional 
Services.” This is our third year on the list. 

• Best and Brightest Companies to Work For 
in the Nation® —Plante Moran was named 
one of the “Best and Brightest Companies To 
Work For in the Nation®.” This is the fourth 
year we were selected for the national list. 

• Crain’s List Private 200 — In May 2021, we 
were named to Crain’s Detroit Business’s list 
of top 200 private companies.  
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1.4. Industry qualifications 

1.4.1. Public Sector Cooperative Contracts. What Public Sector Cooperative Contracts 
(e.g., state term contracts, public sector cooperatives, etc.) does your company have in 
place to provide products & services defined in this RFP? For each contract, when was 
the contract established, what is the expiration date, and how much annual revenue 
does your company generate through the contract(s) in each of the last three (3) 
calendar years? 

Plante Moran has a cooperative contract with North Central Texas Council of Governments 
(NCTCOG) NCTCOG. Under this contract, Plante Moran has agreed to serve as a vendor to provide 
cybersecurity services for North Central Texas member entities until the end of 2024.  Plante 
Moran finalized the agreement with NCTCOG August 2021.  To date, we have not provided contract 
services with NCTCOG members. 

1.4.2. Education Success. What is the i) total dollar amount, and ii) percentage of your 
company’s total annual revenue generated by sales to educational institutions (i.e., K-12 
schools & school districts and high education)? 

EDUCATION REVENUE 2021 FISCAL YEAR (IN THOUSANDS) / % 

 FY21 ($) FY21 (%) 

Total $18,993 2.89% 

 

1.4.3. Government Success. What is the i) total dollar amount, and ii) percentage of your 
company’s total annual revenue generated by sales to local governments (i.e., 
municipalities, counties, special districts, and state agencies)? 

GOVERNMENT REVENUE 2021 FISCAL YEAR (IN THOUSANDS) / % 

 FY21 ($) FY21 (%) 

Total $38,912 5.92% 

1.4.4. Public Sector Strategic Growth Plan. Describe your company’s three to five-year 
public sector sales objectives and the key elements of your strategic plan to achieve 
those objectives. What is the total annual dollar value of your company’s total revenue 
generated by local governments and educational institutions in each of the last three (3) 
calendar years?  

What percentage of your company’s total annual revenue is generated by sales to local 
governments and educational institutions?  

NOTE: For clarity, the figures requested are to include revenue generated through 
cooperative contracts and all other forms of revenue to local governments and 
educational institutions to represent the aggregate revenue volume. 

https://www.nctcog.org/home
https://www.nctcog.org/home
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Strategic growth through expanding customer satisfaction 

Our growth plan is based on continuous expansion of our cybersecurity services within the public 
sector. We continue to see increases in the demand for risk and compliance services for our public 
clients (e.g. Risk Assessment services, penetration and vulnerability assessments).  We have 
focused our cybersecurity growth plan to meet these needs. Key objectives of our strategic plan 
include: 

• Expansion of our cybersecurity services to targeted markets (e.g. mid-size counties and 
cities, population growth areas) 

• Identification of new cyber services to assist municipal clients (e.g. bundled cyber services 
tailored to fit a selective clients) 

• Education with the industry of cyber risk and threats (e.g. Industry speaking opportunities)  
• Strategic partnering with selected vendors to integrate security with client services (e.g. 

ERP implementation assessments) 
• Participation through cooperative agreements to provide cybersecurity resources to 

membership entities 

Revenue details 

 GOVERNMENT REVENUE AND PERCENTAGE OF TOTAL REVENUE 
LAST 3 FISCAL YEARS (IN THOUSANDS) / (%) 

 FY 21 FY 20 FY 19 

Governments $38,912,699 | 5.92% $33,400,560 | 5.36% $30,321,116 | 5.44% 

Educational 
Institutions 

$18,993,732 | 2.89% $17,691,336 | 2.89% $19,208,064 | 3.45% 
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1.4.5. Customer References. Provide references of at least five (5) local government or 
educational institution customers for which your company has provided products and 
services similar in nature and scope to those defined in this RFP in the last three (3) 
years. Each reference should include: 

a. Customer contact person and their title, telephone number, and email address; 
b. A brief description of the products and services provided by your company; 
c. Customer relationship starting and ending dates; and, 
d. Notes or other pertinent information relating to the customer and/or the 

products and services your company provided 

Ohio Deferred 
Compensation 

Jason Chang 
IT Manager 
250 Civic Center Drive 
Suite 350 
Columbus, OH  43215 

IT Risk and Network Security Assessment 

A comprehensive security assessment that included external and internal 
network penetration testing, quarterly network vulnerability scanning, 
web application security assessment, and source code review of their 
participant portal to identify vulnerabilities and recommend appropriate 
safeguards to enhance Ohio Deferred Compensation’s (Ohio DC’s) overall 
security controls.  

Description of project  

Our services included the following services: 
• External (internet) network penetration testing 
• Internal network penetration testing 
• Network vulnerability assessment 
• Web application security assessment 
• Source code security review 
We provided the organization’s IT team with a detailed step-by-step 
dissection of our attack methodology, key learning points, and live 
demonstrations and recorded videos of select activities and exploitation 
performed during project execution. We communicated any and all 
critical or high vulnerabilities identified to the client immediately. 

During the engagement, we scheduled weekly conference calls with Ohio 
DC to report on the status of the project work plan and timeline, the 
issues and vulnerabilities identified and recommendations to address 
them.  

Project deliverables 

Based on testing performed, we compiled and documented our findings 
and recommendations to be considered for remediation. We provided 
Ohio DC with two written reports (Network Penetration Testing & 
Vulnerability Assessment and the Web Application Security Assessment) 
and the raw outputs of the vulnerability’s scans and source code scan. The 
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reports were discussed in draft with management and incorporated their 
feedback into the final report. 

Project results/benefits 

During the assessments, PM identified opportunities for Ohio DC to 
improve their overall control architecture. Our team identified five, five, 
and six high-, moderate-, and low-rated vulnerabilities, respectively, but 
no critical vulnerabilities, during the testing period.  

The organization was moving forward with remediation efforts in order 
to reduce and/or eliminate the gaps identified in the assessments based 
on continued discussions with management to reduce the risk to the 
organization. 

Ohio Public 
Employees 
Retirement System 
(OPERS) 

Caroline Stinziano 
Director, Internal Audit 
277 E. Town Street 
614-228-3303 
cstinziano@opers.org 

Network Security Assessment 

An information security assessment that included external network 
penetration testing, external network vulnerability assessment, web 
application security assessment, and wireless penetration testing to 
identify vulnerabilities and recommend appropriate safeguards to 
enhance OPERS’s overall security controls.  

Description of project  

Our services included the following services: 
• External (internet) network penetration testing 
• External network vulnerability assessment 
• Web application security assessment 
• Wireless penetration testing 
We provided the OPERS’ technical team with a detailed step-by-step 
dissection of our attack methodology, key learning points, and live 
demonstrations of select activities and exploitation performed during 
project execution. Any critical or high vulnerabilities identified were 
communicated to the client immediately. 

We scheduled weekly meetings and/or conference calls with the team to 
report on the status of the project work plan and timeline, reschedule 
tasks as necessary, discuss major open issues/risks and develop strategies 
to address them, and review next steps. 

Project deliverables 

Based on testing performed, we compiled and documented our findings 
and recommendations to be considered for remediation. We provided 
OPERS with a written report and the raw output of the vulnerability’s 
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scans. The report was discussed in draft with management and 
incorporated their feedback into the final report. 

We provided the draft report in electronic format and a final report of our 
findings and recommendations in electronic and hard copy formats.  
Project results/benefits 

During the assessments, PM identified opportunities for OPERS to 
improve its overall control architecture. Specifically, our team identified 
zero, two, and five high-, moderate-, and low-rated vulnerabilities, 
respectively, but no critical vulnerabilities, during the testing period.  

The organization was moving forward with remediation efforts in order 
to reduce and/or eliminate the gaps identified in the assessments based 
on continued discussions with management to reduce the risk to the 
organization. 

City of Tacoma, WA 

Michelle Lewis-Hodges, 
PMO Manager 
Tacoma Municipal 
Building 
733 Market Street, Rm 50 
Tacoma, WA 98402 
253-502-2210 
mlewis@cityoftacoma.org 

Network Security and PCI Compliance Assessment 

Purpose of the project 

The goal of this project was to assist City of Tacoma (the City) in 
identifying vulnerabilities and recommend appropriate safeguards to 
enhance the City’s overall controls. We achieved our goal by considering 
risks posed by common threat actors to the City’s overall attack surface. 

Description of project  

The overall objective of our review was to conduct an information security 
assessment to provide the City with a representative analysis of its 
security exposure from external and internal sources. Our goal was to 
provide substantive proof of vulnerabilities and recommend effective 
countermeasures to mitigate the identified risks. 

Our Cybersecurity Attack & Pen Group conducted an information security 
assessment comprising the following reviews:  
• External PCI network security penetration testing 
• Internal PCI network security penetration testing 
• Network vulnerability assessment (external and internal) 
• Segmentation testing and PCI scope validation 
Project deliverables 

We provided a summary and detailed finding report to help the City and 
the project stakeholders understand the breadth of the attacks utilized 
and results obtained during our engagement. PM developed an Attack 
Chain Flow Diagram, which highlights each of the key findings and 
illustrates how, in concert, the associated risks affect the City in totality. 
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The Attack Chain Flow Diagram was provided in the report and is broken 
into two distinct sections. The diagram depicts two paths of attack, 
namely the left side of the diagram illustrates the attack path of an 
attacker from discovery and enumeration, to the point of obtaining 
authenticated access. The right side of the diagram is meant to illustrate 
(at a high level) what happened once authenticated access was obtained. 

Project results/benefits 

Each threat identified in the report represents areas of improvement that 
the City can consider implementing to strengthen its overall 
cybersecurity strategy. Remediation of the vulnerabilities in the detailed 
findings of the report, as well as the application of reported security 
concepts across the City’s whole attack surface, will allow the City to 
prevent commonly used attacks by hackers to gain access to sensitive data 
(including cardholder data). 

Saint Louis 
University 
SLU School of 
Medicine  

David Hakanson  
Vice President, CIO and 
Chief Innovation Officer   
1402 S Grand Blvd  
St. Louis, MO  63103   
Phone: 314-977-5353   
hakansond@slu.edu  

HIPAA Remediation Program Oversight   

Plante Moran assisted Saint Louis University (SLU) by providing program 
oversight and project management over the remediation of HIPAA control 
observations identified as associated with annual risk 
assessment.  Further, we provide technical assistance regarding the 
University's compliance under HIPAA Security Rule and HITECH 
ACT.  Evaluated security policies and procedures implemented to manage 
security over PHI, identify potential vulnerabilities to PHI data and 
systems, and evaluate the design of security controls implemented to 
ensure the confidentiality, integrity, and availability over PHI systems and 
data.  HIPAA Remediation Program Oversight activities included:  

• Program coordination (Oversight of HIPAA remediation projects)  
• Executive reporting   
• Physician HIPAA awareness and engagement  
• Program management analytics and reporting  
• Support services and subject matter expertise in the following 

domains:  
 Infrastructure (network segmentation)  
 Security awareness controls  
 Business associate agreements & vendor management  
 Risk and vulnerability management  
 BYOD (bring your own device) control program  
 HIPAA and security awareness training program 

enhancement  
Project timeline: October 2018 – July 2020  

mailto:hakansond@slu.edu
mailto:hakansond@slu.edu
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County of Wayne, 
MI 

Marcie Cora 
Auditor General 
Wayne County Michigan 
Detroit, MI 
313 967-3607 
mcora@waynecounty.com  

IT Audit and Risk Assessment 

Plante Moran was hired by the County to conduct the financial audit of the 
County.  Under the financial audit, Plante Moran performed IT Audit and 
risk assessment procedures in support of the financial audit.  The scope of 
IT Audit procedures included testing of the County’s IT General Controls 
(ITGC) and selected applications that support critical business and 
financial reporting processes.   

ITGC test procedures included testing of over the County’s network 
systems, infrastructure, and administrative policies and procedures.   Our 
testing of identified applications included control test procedures over 
system parameters, configuration settings, security roles and access 
permissions.  Project included internal, external and wireless 
environments, and included analysis of firewalls, routers, remote access, 
Internet, intranet, workstations, and student access.  

Project timeline: June 2013 - Present 

Southern Illinois 
University 

Lisa R Cavitt, BA, CISA, 
ACDA,  
CHIAP 
IT Auditor, Corporate 
Compliance 
Southern Illinois 
Healthcare 
305 W Jackson St 
Carbondale, IL 62901 
lisa.cavitt@sih.net 

Financial and IT Audit 

Plante Moran was hired by the State of Illinois Office of Auditor General 
(OAG) to conduct financial audit of State of Illinois.   Under the financial, 
Plante Moran performed IT Audit procedures in support of the financial 
audit.  The scope of IT Audit procedures included testing of IT General 
Controls (ITGC) and selected applications that support critical business and 
financial reporting processes for SIU three main campuses. 

ITGC test procedures included testing of over the County’s network 
systems, infrastructure, and administrative policies and procedures.   Our 
testing of identified applications included control test procedures over 
system parameters, configuration settings, security roles and access 
permissions. 

Project timeline: June 2018 - Present 

City of Palm Desert, 
CA 

Mr. Todd Hileman 
City Manager 
City of Palm Desert 
73510 Fred Waring Drive 
Palm Desert, CA 92260  
thileman@cityofpalmdese
rt.org 

Cyber Risk Assessment Services 

Review of the City’s IT environment and processes used to support the 
organization to address City Council and departmental concerns. We 
leveraged the NIST cybersecurity framework as a baseline for assessing 
security controls, policies, and procedures implemented. The NIST 
Cybersecurity Framework (NIST CSF) utilizes a risk-based approach to map 
controls over the confidentiality, integrity, and availability of systems and 
data, as well as to meet various security and privacy regulations.  Further, 
the NIST CSF provide provides flexibility to evaluate size and scale of 

mailto:lisa.cavitt@sih.net
mailto:thileman@cityofpalmdesert.org
mailto:thileman@cityofpalmdesert.org
mailto:lisa.cavitt@sih.net
mailto:thileman@cityofpalmdesert.org
mailto:thileman@cityofpalmdesert.org
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municipal entities resulting in a better “Apples to Apples” comparison of 
security controls. 

Project timeline:  December 2021 – February 2022 
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2. Products & Services 
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2.1. Products & services 

2.1.1. Product & Services Description(s). Provide a detailed description of the products 
and services you are offering as a part of your proposal.  

IMPORTANT. This description along with the products and services included in the 
Attachment B – Cost Proposal will be utilized to define the overall products and 
services available under a resulting contract. 

Cyber services Service description Services included 

CYBER RISK & 
GOVERNANCE 

Our Cyber Risk & Governance Service 
evaluates security risk within the IT 
environment.   We work with a variety of 
industry based security frameworks to tailor 
our assessment of security risk exposure to 
our clients. We work with our clients to 
identify a risk assessment methodology that 
addresses the risks to their business process 
and systems.  Examples of security 
frameworks that leverage include: NIST, ISO 
27001, and CSC.   

In addition to identifying risk, we can assist in 
the develop of risk governance frameworks 
and cybersecurity roadmaps that establishes 
a strategic plan to manage and sustain 
security programs.  

 

• Cyber risk assessment 
• NIST cybersecurity assessment 
• SANS CIS Critical 
• Security Controls 
• Cyber incident response 

planning 
• Business continuity/disaster 

recovery planning 

• Security awareness training 

ATTACK & PEN Using current threat intelligence, our 
cybersecurity specialists will work with you 
to identify specific targets within the IT 
environment and launch controlled attacks 
from common footholds to evaluate security 
controls in place.  These technical attack 
points include network perimeter, remote 
access, unauthenticated and authenticated 
internal network access, enterprise 
applications, and physical access. 

Our attack and pen reviews are performed 
using our threat emulation methodology, 
which is based on various penetration testing 
standards. This methodology utilizes multiple 
threat scenarios to simulate a real hacking 
incident. These threats range from external, 
non-knowledgeable “drive-by” attacks to 
targeted insiders. 

• Penetration testing (external & 
internal) 

• Vulnerability analysis (external 

& internal) 
• Social engineering (phishing, 

phone calls, impersonation, 

etc.) 
• Web application testing 
• Internal network security 

assessment 
• Wireless security assessment 

IT AUDITS Our IT Audit services provide clients with a 
greater understanding of threats and controls 
by focusing on people, process, and 

• General controls review 

(access, physical, operational) 
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Cyber services Service description Services included 

technology,. Our IT audits focus on general 
controls (Security Access, Change 
Management, and IT Operations), with the 
potential for additional phases to include 
application and user access reviews. By 
assessing the information security posture of 
your organization, we’re able to recommend 
areas for improvement, as well as provide 
you comfort in having an independent source 
review the maturity of the existing control 
environment 

• Application controls 
assessment (access, change 

management, backups) 
• User access reviews 
• Business process controls & 

security 
• Pre/post-implementation 

controls review 

SECURITY 
COMPLIANCE 

We understand the regulations you face and 
will help map your control environment 
against each applicable requirement. Our 
Security Compliance services provide a 
concise overview with dashboards of your 
compliance status with various regulatory 
requirements. Additionally, our firm is a 
Qualified Security Assessor (QSA) company 
and can certify your organization’s 
compliance with PCI data security standards. 
We’re also a CSF assessor for HITRUST and 
can certify your organization’s readiness and 
compliance with the HITRUST common 
security framework. 

• PCI DSS• HITRUST 
• ISO 27001 review• Sarbanes-

Oxley Act (Section 404)  
• Japanese SOX (J-SOX) 
• Privacy regulations 

(HIPAA/HITECH, GLBA, 

FERPA, GDPR, etc.) 
• Financial services regulations 

(FFIEC, BSA, NACHA, etc.) 

2.1.2. Open Market Products. Provide a detailed description of your ability to 
accommodate requests for Open Market Products. Open Market Products is a category 
of products that cannot be found in your standard catalog offering or non-inventoried 
products 

N/A – As we are a professional services firm, we do not have a category of products that cannot be 
found in a standard catalog offering or non-inventoried products.  

2.1.3. Differentiators. Describe what differentiates your company’s products and 
services from your competitors 

You deserve to work with Plante Moran professionals 

who are the best fit for your specific needs, regardless of 

where those professionals are located.  

It might sound like common sense, but this philosophy makes us unique among many firms in our 
industry. Some consulting firms limit the use of staff resources to local offices as a way of 
maintaining profit centers, which restricts the sharing of staff and resources across client 
locations in the interest of maximizing local margins. As a result, clients may only receive the 
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experience and capabilities that the closest local office can provide. Plante Moran is different, 
because local margin is not a metric of success at our firm. 
Rather than promote inter-office competition, we exercise firm-wide collaboration. We refer to 
this as our  
“one-firm” firm model (a term borrowed from former Harvard Business School Professor David 
Maister). A relationship with Plante Moran unlocks the entire power of our united firm. 

Here’s what the CCOG members can expect: 

• The right blend of relevant 
expertise: We’ve staffed our 
engagements with professionals 
who have made serving 
government and educational 
clients a strong focus of their 
careers. We’ve done this by 
looking at staff across all our 
offices, not just the one that 
happens to be closest to you. 

• As your needs change or new 
concerns arise: You’ll have easy 
access to all the subject matter 
and technical experts across our 
firm. 

• As the ease of remote work 
becomes increasingly 
important: No matter where our 
team members are located with 
respect to our clients— whether 
down the street or across the 
country — we’ll use our technology 
to collaborate efficiently and 
effectively. We’ve successfully served 
clients for years using these tools — 
virtual work is nothing new for our 
team. 

  

centered around 
public Sector 

Access to our entire talent 
pool, across all offices 

No barriers to firm 
technical experts 

Easy collaboration, 
regardless of location 

Agility to respond  
quickly as new needs arise 

https://davidmaister.com/articles/the-one-firm-firm-revisited/
https://davidmaister.com/articles/the-one-firm-firm-revisited/
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In summary here are our competitive differentiators both in the delivery and quality of 
our services  

 

 

“One-firm” firm philosophy  

We are unique with our “one-firm” firm philosophy and structure. Based on this 
philosophy and structure, we are fundamentally built different from our 
competitors. There are no competing profit centers, so we are able to bring our full 
breadth of experts from across the firm to serve your specific needs. 

 

Colleague partner approach 

Not just one, but at least two partners will serve you. We call this our colleague 
partner system. This model provides our clients more diverse, expert, and well-
rounded thinking to solve your increasingly difficult day-to-day challenges and most 
complex issues.  

 

Deep industry expertise 

You will experience extensive information technology audit and security consulting 
expertise from professionals who specialize in the financial services industry. Our 
professionals serve more than 200 public sector clients. Therefore, we’ll start your 
engagement with a thorough knowledge of the market’s trends, business issues, and 
best practices. From there, it’s a smooth and efficient path to your goals – 
complemented by relevant experience and insights we’re ready to share with you.  

 

No surprises 

The security of knowing there will be no unwanted surprises because of upfront 
planning, regular communications, and early identification of issues that will be 
resolved before project-end. Risks are dealt with prior to project-end to provide a 
smooth audit, exceed key service deadlines, and assure no surprises after the 
project-end. 

 

Proactive communication 

We are proactive in our communication with clients. We are interested in your 
activities, and we are dedicated to helping you succed. We will be available to assist 
you throughout the year. Our approach emphasizes 24-hour turnaround on 
communications, and attendance at your meetings with the Audit Committee. 

 

Commitment 

We listen upfront to what you need and we deliver. On time and what you 
requested. We meet the promises we make. This is the number one thing that 
business executives tell us they want when we ask them what is important when 
hiring a professional service company, and we strive to meet their needs. 

2.1.4. Manufacturing. If best identified as a manufacturer, describe your manufacturing process 
and any advantages it offers over your competitors. Your response may include, but is not limited 
to, facility locations, explanation of the materials used during various manufacturing processes, a 
description of the inspection & quality control processes, and identification of manufacturing 
certifications (e.g., ISO). 

N/A – Plante Moran is not identified as a manufacturer. 
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2.1.5. Warranty. Provide a copy of the manufacturer’s warranty. If required, please 
attach the warranty as an attachment, as instructed in this document. Describe notable 
features and/or characteristics of the warranty that a public sector customer would find 
interesting or appealing. Pricing related to the any extended warranty options must be 
included in Attachment B – Cost Proposal. 

N/A – We are not a manufacturer, therefore is this not applicable. 

2.2. Additional services 

2.2.1. Turnkey Capabilities. Describe the capabilities available through your company 
and, if applicable, your authorized network of dealers, distributors, and resellers that 
support your ability to provide turnkey solutions to Equalis Group Members. Your 
response may include, but is not limited to, site assessment, equipment consultations & 
recommendation, installation, inspection, and maintenance 

N/A – Plante Moran does not offer turnkey capabilities. 
2.2.2. Installation or Set-up. Is installation or set-up available to Members as a part of 
your proposal? 

N/A – Plante Moran offers professional services.  Therefore, installation and setup is not required. 
2.2.3. Installers. If you responded Yes to the previous question, is the installation 
service performed by a company owned installation team or one of your dealers or 
resellers? 

N/A - Plante Moran offers professional services.  Therefore, installation and setup is not required. 
2.2.4. Qualifications. Describe the qualification of your installation and set-up crews. 
Your response may include, but is not limited to, training and certification requirements 

N/A - Plante Moran offers professional services.  Therefore, installation and setup is not required. 
2.2.5. Training. If yes, provide a description of the training services offered. Note: 
Training services are not limited to those provided to the members but can also extend 
to the training you provide you dealers, distributors, and resellers 

We offer Cybersecurity training services under our Cyber Risk & Governance services.  Our 
cybersecurity training includes a customize training solution to provide employees with an 
understanding of cybersecurity risk and best practice measure to safeguard data, systems, and IT 
hardware.  See Section 2.1.1 for reference. 

2.2.6. Maintenance Services. If yes, provide a description of the maintenance services 
included in your proposal. 

N/A - Plante Moran offers professional services.  Therefore, maintenance services related to 
hardware and equipment products are not required. 
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2.3. Value add 

2.3.1. Additional Offering. Please include any additional products and services not 
included in the scope of the solicitation that you think will enhance and add value to 
this contract’s participating agencies 

Additional Plante Moran services offerings that set us apart  

Enterprise risk services 
Our experience serving clients is more than deep industry knowledge; for over six decades, we’ve 
worked with our clients to help streamline operations and contain costs and stay ahead of the 
technology curve. Why?  

It’s simple: Investing in our clients means investing in the 

future of our communities. 

Our enterprise risk services (ERS) team members serve our clients in all aspects of internal audit, 
regulatory and quality assurance of internal audit functions, enterprise risk management, risk 
assessment, and control gap analysis. The strength of our firm is drawn not only from our size, 
resources, and technical proficiencies but also from the personal service approach we take in 
serving our clients. This combination provides you the benefits of a large firm with the personal 
attention and responsiveness of a smaller firm: the best of both worlds. ERS teams are typically 
structured with a partner, a senior manager, and staff consultants with an average experience of 
more than 13 years. All the professionals serving CCOG will carry professional credentials, 
including, CPAs, CIA, PMPs, CISA, and CRMA.  

We approach our engagements by identifying and analyzing the potential effect risks could have 
on CCOG, prioritizing the risks, and developing options and actions to reduce the threats they pose.  

We know and understand your 
day-to-day expectations and 
where risk is most prevalent. 
Whether you’re looking to 
implement a new IT system, 
identify potential weaknesses 
within your network, or 
acclimate to regulatory 
requirements, our team has 
the right talent and expertise. 

We plan and perform our engagements with 
three objectives: 
• Create a framework for CCOG to proactively manage risk 
• Increase management’s visibility into the institution’s 

processes for better decision-making information 

• Identify opportunities to improve performance by taking 
advantage of risk opportunities 
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Financials   Staffing   

Financials and financial reporting are always 
expected to be accurate. Any inaccuracies in this 
data create a risk for the entire organization 
causing: 

• Financial misreporting 

• Inability to make financial-based decisions 

• Loss of reputation 

• Investment inaccuracies  

Staffing adequate people is essential when you 
don’t have the budget to create large teams. 
Without the proper staff and training, you can face: 

• Inaccuracies in data and reporting 

• Fraudulent activities 

• Inefficiencies and backlogs 

• Knowledge loss/drain 

HOW WE HELP HOW WE HELP 

• Review of critical financial reporting processes 

• Application access reviews 

• Review and identify key business process 
controls 

• Provide interim staffing support 

• Staff development 

• Documentation of requirements and policies 

• Talent assessment 

• Internal audit 

 

Regulation and compliance  Management structure   

Regulation and compliance laws are something that 
must be followed. If you’re not looking at these 
critically, you risk: 

• Fines and penalties 

• Loss of reputation 

Management structure affects your entire 
organization. Without the proper process and 
structure in place, you run the risk of: 

• Poor decision-making 

• Ineffective use of resources 

• Inadequate or lack of policies 

• Ineffective leadership 

HOW WE HELP HOW WE HELP 

• Regulatory compliance assessments 
(HIPAA/HITECH, GDPR, PCI-DSS) 

• Internal control reviews 

• Review of requirements and policies 

• Organizational structure review 

• Process review 

IT Systems   Access   

IT systems, new or old, should be assessed to make 
sure you are getting the most effective use of your 
system and have the proper processes and controls 
in place. Some potential impacts around IT include: 

• Misconfiguration of application setting that 
results in inaccurate processing results 

• Data backup issues 

• Manual workarounds 

• Inefficient processes 

• Frequent downtime 

Access reviews and training are critical for every 
organization. If periodic reviews of user access 
privileges are not performed, then you’ll have no 
validation of permissions based on an employee’s 
role and responsibilities. Excessive user access 
permissions result in transaction processing in 
excess of job roles and responsibilities. If there is 
limited security awareness training, you can see an 
increase in engineering attacks like phishing scams. 
These are risks in themselves but can also lead to: 

• Fraud  
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• Limited reporting options • Cyberattacks 

• Unauthorized transactions 

• Excessive access/authority 

HOW WE HELP HOW WE HELP 

• Needs assessment 

• ERP selection and implementation 

• RFP development 

• Vendor negotiations 

• IT implementation 

• Project management 

• Review policies around adding/deleting/changing 
user access 

• Access-level review 

• Segregation of duties 

• Review of access provisioning 

• Fraud detection, quantification, and prevention 

The road to secure internal controls 

As you pursue as your goal of strengthening internal controls , we have a range of services to help 
move you forward. Each of these services can be selected on their own or as a pit stop along your 
customized path. 
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Forensic services expertise 
Our forensic and valuation services team comprises more than 50 professionals, which makes us 
one of the largest providers of forensic and valuation services in the Midwest. We supplement the 
skill set, industry experience, and geographic resources of our team with more than 3,300 audit, 
tax, and consulting staff across 25 offices.  

Responsiveness, objectivity, and technical expertise 
We have earned an exemplary reputation in the business and legal communities for 
responsiveness, objectivity, and technical expertise. Our staff has comprehensive knowledge of the 
procedures and requirements of the GAAP, GAAS, FASB, IFRS, IASB, and the various dispute 
resolution forums (e.g., federal and state courts, ADR, mediation, arbitration). The team is 
accustomed to functioning under each forum’s discovery, reporting, and testimony deadlines.  

The members of our team have received significant professional recognition and certification for 
professional development by national organizations. The technical strength of the FVS group is 
evidenced by the following professional credentials: 

 
Certified Fraud Examiner (CFE) 

Awarded by the Association of Certified Fraud Examiners (ACFE). A CFE is a leader in 
the anti-fraud community, noted as a specialist in the prevention and deterrence of 
fraud. They represent the highest standards held by the ACFE and possess expertise 
in all aspects of the anti-fraud profession.  

 
Certified in Financial Forensics (CFF) 

Accrediting body is the American Institute of Certified Public Accountants (AICPA). 
The CFF credential is a certification that recognizes the combined specialized 
forensic accounting expertise and core knowledge and skills that make CPAs among 
the most trusted business advisers. The CFF encompasses fundamental and 
specialized forensic accounting skills that CPA practitioners (see below) apply in a 
variety of service areas, including bankruptcy and insolvency; computer forensics; 
economic damages; family law; fraud prevention, detection, and deterrence; and 
financial statement misrepresentation. 

 
Certified Public Accountant (CPA) 

Accrediting body is the AICPA. CPAs are qualified accountants in the U.S. who have 
passed the Uniform Certified Public Accountant Examination and have met 
additional state education and experience requirements for certification as a CPA. 

 

  



 

28 

Data analytics 
Government entities rely on more software applications — and thereby generate more data — than 
ever before; but are you able to leverage the data from those systems to take action? The 
complexity of drawing actionable insight from larger, disparate data sources often stands in the 
way of making better, data-driven decisions. We’ll help you assess your current analytics capability 
and develop a data strategy to fully leverage your information assets. 
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3. Business Operations 
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3.1. Logistics 

3.1.1. Distribution Capabilities. Describe how supplier proposes to distribute the 
products/services in Bidder’s defined geographic reach. 

Our services are distributed and delivered based on client agreement for each project.  During the 
planning phase of each project, we will meet with the client project team to define deliverable 
timing, resources, and required communication to ensure service expectations are met.  

3.1.2. Distribution Centers. Provide the number, size and location of Supplier’s 
distribution facilities, warehouses, and retail network as applicable. 

N/A - Plante Moran offers professional services.  Therefore, distribution facilities, warehouses, and 
retail network is not required for our services. 

3.1.3. Supply Chain. Identify all other companies that will be involved in processing, 
handling, or shipping the products or services to the Equalis Group Member 

N/A - Plante Moran offers professional services.  Therefore, processing, handling, or shipping the 
products or services to the Equalis Group Member is not required for our services. 

3.1.4. Fill Rates. Provide fill rates and average delivery timeframes met by specific 
distribution centers 

N/A - Plante Moran offers professional services.  Therefore, fill rates and average delivery 
timeframes are not required for our services. 

3.1.5. On Time Delivery Rate. Provide your average on-time delivery rate 

N/A - Plante Moran offers professional services.  Therefore, average on-time delivery rates are not 
required for our services. 

3.1.6. Expedited Orders. Describe your approach to handling emergency orders and/or 
service. Your description may include, but is not limited to, response time, breadth of 
service coverage, and service level 

N/A - Plante Moran offers professional services.  Therefore, handling emergency orders and/or 
service are not required for our services. 
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3.2. Customer service 

3.2.1. Customer Service Department. Describe your company’s customer service 
department & operations. Your description may include, but is not limited to, hours of 
operation, number and location of service centers, parts outlets, number of customer 
service representatives. Clarify if the service centers are owned by your company of if 
they are a network of subcontractors. 

N/A – Our customer services are supported through each project and project manager. 

3.2.2. Complaint Resolution. Describe your customer complaint resolution process. 
Describe how unresolved complaints are handled. 

We are proactive in maintaining contact with our clients throughout the year. We meet with you 
outside the engagement time to discuss new developments, concerns, and possible issues.  
If differences of opinion on technical matters occur between CCOG and the firm during the 
engagement, your engagement partner Raj Patel, and a member of our technical standards team 
will work through the following process with you:  
 
 
 
 

3.3. Customer set up; order & invoice processing; payment 

3.3.1. Authorized Distributors, Agents, Dealers, or Resellers. Describe the different 
channels in which this contract will be made available to Equalis Group Members. Your 
response should include, but is not limited to, whether your organization will serve as 
the single point of sale or if the contract will be made available through a network of 
distributors, agents, dealers, or resellers. 

NOTE: Bidders intending to authorize distributors, agents, dealers, or resellers must 
complete Proposal Form 6 - Dealer, Distributor and Reseller Authorization Form 

Plante Moran will serve as the single point of sale. 

3.3.2. Customer Set Up. Once an Equalis Group Member decides to accept your 
company’s proposal for products and services as described in this RFP, what is the 
process for the Member to become a customer? 

As the first step, we will meet with the purchasing group member organization to define and scope 
the understanding of the needs of the project.  Under this process we will need confirm the project 
deliverables, resources, timing, and other project requirements.  We will document our 
understanding in an engagement letter to confirm our agreement with the project and 

Determine 
that we have 
a clear 
understanding 
of the issue 

Ask how you 
would like to 

treat the issue 

Collaborate 
with  
you to research 
the appropriate 
treatment 

Discuss 
possible 
alternatives 
with you 

Resolve these 
issues in 
accordance with 
generally 
accepted 

principles 
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requirements.  After the signed engagement letter has been received, the CCOG member 
organization will added to our internal systems for customer billing and project tracking. 

3.3.3. Order Process. Describe your company’s proposal development and order 
submission process. 

As described in 3.3.2, our proposal development is based on the establishment of the project 
engagement letter.   The engagement letter will define the project and specifics required for the 
projects.    

3.3.4. Invoice Process. Describe your company’s invoicing process. 

We typically invoice monthly for fees incurred in the prior month. Our primary cost is salaries that 
are paid currently. Accordingly, our invoices will be rendered periodically and are due when 
received. In the event an invoice is not paid timely, a late charge in the amount of 1.25% per month 
will be added, beginning 30 days after the date of the invoice. 

3.3.5. Payment. What are your standard payment terms? What methods of payment do 
your company accept? 

Our standard payment terms are net 30 days.  Our payment methods include: 

 

 

 

 

 

3.3.6. Financing. Does your company offer any financing options or programs? If yes, 
describe the financing options available to Members. 

N/A - Plante Moran offers profession services.  We do not offer financing options for our 
services.  
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3.4. Sustainability, reclamation, and recycling initiatives 

3.4.1. Sustainable Company Initiatives. Describe the ways in which your company is 
addressing the issue of sustainability 

We’re prioritizing sustainability across our business practices. We’re 
making significant strides in the areas of building design and furnishings, 
energy efficiency, paper conservation, waste reduction, and water 
efficiency, as described below.  

Firm-wide sustainability efforts 

Efficiency in design and furnishings 

Our offices are furnished with the 
environment in mind:  

• Our seating products make extensive use of 
recycled, recyclable, and renewable 
resources.  

• Low-emitting paints and floor coverings 
are used extensively in office construction. 

• Recycled flooring, including cork, bamboo, 
and carpet, is used throughout our offices. 

• Appliances, printers, copiers, and laptops 
are ENERGY STAR® rated. 

• Our offices are equipped with occupancy 
sensors for thermostats and lighting, and 
several offices receive significant day 
lighting in occupied spaces. 

Conservation and waste reduction 

• All technical equipment and cables recycled 
or sold (0% transferred to landfills) 

• Utilization of recycled paper products 
• Recycling of paper, electronics, light bulbs, 

batteries, plastic, glass, cardboard, 
cans/bottles, copier ink, cartridges, and 
more 

• Increased use of technology in our 
engagements to significantly reduce paper 
use 

• Firmwide copier/printer ink/toner 
recycling program and multifunction 
printers with solid ink technology 

• Replacement of disposable plastic kitchen 
utensils with biodegradable utensils or 
silverware, cups, and dishes that can be 
reused 

• Use of high-efficiency LED light bulbs 

Leadership in Energy and Environmental Design (LEED) 
We currently have seven LEED® Accredited Professionals on staff, as well as multiple offices with 
the LEED building certification. We have already observed the tangible impact of this program. For 
example, implementation at our Grand Rapids office had the following results: 

• Careful selection of water-efficient features led to a 42% reduction in potable water usage by 
this LEED-CI Gold Certified office. 

• 50% of all construction waste was reclaimed and recycled, diverting it from landfills.  



 

34 

4. Pricing 
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4.1. Cost proposal 

4.1.1. Pricing Model. Provide a description of your pricing model or methodology 
identifying how the model works for the products and services included in your 
proposal. 

Our pricing model represents a fixed fee per hour based on the staff resource role/position.  Our 
staffing fees reflect our competitive rate of service by staff technical skills.    

4.1.2. Auditable. Describe how the proposed pricing model is able to be audited by 
public sector agencies or CCOG to assure compliance with pricing in the Master 
Agreement. 

All projects will include scoping discussions with a given purchasing group member to determine 
the requirements for the proposed project as well as confirm pricing for the project. We will then 
document that understanding in an engagement letter and, using the hourly rates noted in our 
pricing form submitted through this proposal process, provide a fixed fee price. 

4.1.3. Price Change Process. Provide a description of your process for price changes  

Plante Moran periodically reviews our pricing structure based on a variety of pricing and market 
factors (e.g., Staff Resource rates, market competitive pricing, service administrative costs, etc.).  
These factors take into account the delivery of our work as well as the overall impact to our clients 
in order to establish a fair and competitive rate for our clients.   

4.1.4. Cost Proposal Value. Which of the following statements best describes the 
pricing offered included in Bidder’s cost proposal? 

The prices offered in your Cost Proposal are: 

☐ lower than what you offer other group purchasing organizations, cooperative 
purchasing organizations, or state purchasing departments. 

☒   equal to what you offer other group purchasing organizations, cooperative 

purchasing organizations, or state purchasing departments. 

☐ higher than what you offer other group purchasing organizations, cooperative 
purchasing organizations, or state purchasing departments. 
☐ not applicable. Please explain below. 

4.1.5. Additional Savings. Describe any quantity or volume discounts or rebate 
programs included in your Cost Proposal. 

N/A – Plante Moran does not offer quantity or volume discounts or rebate programs.  Fees for our 
services are established based on competitive market fees for our cyber services. 
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4.1.6. Cost of Shipping. Is the cost of shipping included in the pricing submitted with 
your response? If no, describe how cost associated with freight, shipping, and delivery 
are calculated. 

N/A -  Plante Moran offers professional consulting services where shipping costs are not 
applicable. 

4.1.7. Pricing Open Market or Sourced Goods. Propose a method for the pricing of 
Open Market Items. For example, you may supply such items "at cost" or "at cost plus a 
percentage" or you supply a quote for each such request. 

NOTE: For a definition of Open Market Items, please refer to Part One, Section 5 – 
Pricing. 

N/A -  Plante Moran does not offer Open Market or Source Goods. 

4.1.8. Total Cost of Acquisition. Identify any total cost of acquisition costs that are NOT 
included in the pricing submitted with your response. This cost includes all additional 
charges that are not directly identified as freight or shipping charges. For example, list 
costs for items like installation, set up, mandatory training, or initial inspection. Identify 
any parties that impose such costs and their relationship to the Bidder. 

All costs for our services are included in the cyber service rates included in Attachment B – Cost 
Proposal. 
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5. Go-To-Market Strategy 
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5.1. Bidder organizational structure & staffing of 
relationship 

5.1.1. Team – Kindly provide detail. Provide contact information and resumes for the 
person(s) who will be responsible for the following areas;  

1. Executive Contact 
2. Contract Manager 
3. Sales Leader 
4. Reporting Contact 
5. Marketing Contact.  

Indicate who the primary contact will be if it is not the Sales Leader 

AREAS STAFF NAME CONTACT DETAILS 

Executive Contact Raj Patel 
Phone: 242-223-3428 

Email: raj.patel@plantemoran.com 

Contract Manager 

Primary Contact 

Reporting Contact 

Marketing Contact 

 

F. Alex Brown 
Phone: 242-223-3396 

Email: furney.brown@plantemoran.com 

 

mailto:raj.patel@plantemoran.com
mailto:furney.brown@plantemoran.com
mailto:raj.patel@plantemoran.com
mailto:furney.brown@plantemoran.com
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Team resumes 

  

Education 

Bachelor of Science 
Business Administration 
Missouri University 

Selected presentations 

FGFOA – COSO and Implications 
PM Webinar – Cyber Security  
Family Office Exchange – Protecting 
Your Family’s Information Assets 
ICBA National Convention – various 
Cybersecurity presentations 
BEST Conference – various 
Cybersecurity presentations 
Michigan Cyber Summit – HIPAA 
Security 

Professional training and 
affiliations 

Certified Information Systems Auditor 
(CISA) 
Certified Information Security Manager 
(CISM) 
Certified in Risk and Information 
Systems Control (CRISC) 
Fellow Chartered Certified Accountant 
(FCCA) 

Raj Patel, CISA, CISM, CRISC 
Partner, PUM 
Management Consulting, Cybersecurity Practice 
Plante Moran 

Summary of experience 
Raj leads Plante Moran’s Cybersecurity practice with 25 years of cybersecurity, risk 
& control experience in several industries, including Financial Institutions, 
Technology, Automotive, Service and Local Government industries. Raj’s experience 
includes: Cyber governance, advisory, assessments, compliance, testing and is now 
venturing into Cyber solutions. He has presented on security related topics in 
various whitepapers, newsletters, and magazines and at various conferences. Raj 
was awarded the “American Dreamers” award in 2007 and the “40 under 40” award 
in 2009 by Crain’s Detroit Business in recognition to his professional 
accomplishments. 

Selected key clients 

• State of Michigan, MI 
• County of Orange, CA 
• Wayne County, MI 
• Broward County, FL 
• State of Michigan, MI 
• City of Detroit, MI 
• Wayne County, MI 
• Kansas City Transit Authority, MO 
• Michigan Technology University, MI 
• Hampton Roads Transit Authority, VA 
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Education 

Bachelor of Science 
Accounting 
North Carolina A&T State University 

Selected presentations 
IT Security Trends 
2014 Annual ICMA (International 
City/County Management Association) 
Conference 
IT Governance and Security Trends 
2014 Annual GFOA (Government Finance 
Officers Association) Conference 
IT Security in Healthcare 
2014 Plante Moran Healthcare Symposium  
Technology Governance  
Ohio Society of CPAs Healthcare 
Conference 

Professional training and affiliations 

Certified Public Accountant (CPA) 
Member of the American Institute of 
Certified Public Accountants (AICPA)  
Certified HIPAA Security Professional 
(CHP) 

F. Alex Brown, CPA, CHP, CISSP, 
CCFSP 
Principal 
Management Consulting, Cybersecurity Practice 
Plante Moran 

Summary of experience 
Alex has over 25 years of information technology audit, technology regulatory 
control compliance, and system integration project experience. Alex has 
extensive experience in the assessment of technology risk and evaluation of IT 
controls in support of IT security regulatory compliance engagements (e.g. 
HIPAA/HITECH and Sarbanes-Oxley). In addition, Alex has extensive experience 
in working with various IT security control frameworks (e.g. NIST 800, ISO 
27001/27002, COBIT, HIPAA, FERPA). Alex has extensive industry experience 
including Healthcare, Government, Higher Education and Manufacturing. Alex’s 
experience includes planning and performing engagements to evaluate and 
assess IT risk, evaluate the effectiveness of control measures implemented, 
identify IT control deficiencies, and develop remediation recommendations. 

Selected key clients 

• Hampton Roads Transit Authority, VA 
• City of Monterrey, CA 
• City of Des Moines, IA 
• Broward County, FL 
• State of Michigan, MI 
• City of Detroit, MI 
• Wayne County, MI 
• City of Sunnyvale, CA 
• City of Tacoma, WA 
• Kansas City Transit Authority, MO 
• Hampton Roads Transit Authority, VA 
• Orange County, CA 
• California Earthquake Authority, CA 
• Solid Waste Authority, FL 
• New York State Teachers Retirement System, NY 
• Michigan Technology University, MI 
• North Carolina A&T State University, NC 
• Savannah State University, GA 
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5.1.2. Sales Organization. Provide a description of your sales organization, including key 
staff members, the size of the organization, in-house vs. third-party sales resources, 
geographic territories, vertical market segmentation, etc 

Our consulting team sells our services to clients, we do not have a formal sales team within our 
management consulting team. 

Overview of our structure 
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5.2. Contract implementation strategy & expectations 

5.2.1. Contract Expectation. What are your company’s expectations in the event of a 
contract award? 

Our expectations for this contract include but are not limited to the following: 

• Expansion of our current client footprint – we expect to expand in the markets where 
Plante Moran currently provides client services.   

• Growth of services into new geographic areas – We expect to grow in markets where we 
either not have or limited market presence.  We look to leverage this contract as a bridge to 
grow in these markets. 

• Cross sell of non-cybersecurity services – We expect to leverage this contract to not only 
provide cybersecurity services, but offer expansion or additional services base on client 
needs. 

5.2.2. Five (5) Year Sales Vision & Strategy. Describe your company’s vision and 
strategy to leverage a resulting contract with Equalis over the next five (5) years. Your 
response may include but is not limited to; the geographic or public sector vertical 
markets being targeted; your strategy for acquiring new business and retaining existing 
business; how the contract will be deployed with your sales team; and the time frames 
in which this will be completed. 

Plante Moran has a very methodical decision-making process. The following describes the process: 

• Plante Moran is committed to growth in order to stay competitive. The firm invests 
significantly in marketing, nurturing existing client relationships, and developing new 
prospect relationships to fuel this growth. The firm has a strong track record of growth; 
over the past 10 years, the firm experienced year over year growth. 

• The firm also invests heavily in the recruitment, development and retention of our staff in 
order to grow our client service delivery teams. As one of Fortune’s Top 100 Places to Work 
for the past 22 years, the firm has enjoyed the benefits of a very strong talent pool. The 
firm has been successful at retaining staff at a rate that is significantly higher than the 
industry averages for professional service firms due to our “we care” culture and “one-
firm-firm” philosophy. 

• The firm is organized into practice units and each unit has a partner pipeline that is used 
for succession planning. Our performance management system focuses on competency 
development and results that are aligned with the attributes of successful and sustainable 
practices. These mechanisms have resulted in year over year growth of new partners, 
inclusive of partners who have retired. 

Effective October 1, 2018 Plante Moran merged with a Colorado-based firm, EKS&H, which added 
approximately 650 staff to the firm. Plante Moran maintained the firm name following the merger 
which provided opportunities for the firm to expand into the rapidly growing Denver marketplace. 
Additionally, there are a number of synergies in services that will allow for continued expansion 
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and growth of our Governmental consulting practice including the introduction of Business 
Analytics services 

5.2.3. Sales Team Incentives. Will your sales team be equally incentivized to leverage 
the Equalis Group Master Agreement when compared to their typical compensation 
structure? 

N/A - Our Plante Moran team will leverage current and potential client relationships to build and 
grow cyber services with purchase group members.   

5.2.4. Sales Objectives. What are your top line sales objectives in each of the five (5) 
years if awarded this contract? 

Top line sales objectives include market growth by services, geographic region, and new business.  
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6. Admin Fee & Reporting 
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6.1. Bidder organizational structure & staffing of 
relationship 

6.1.1. Administrative Fee. Equalis Group only generates revenue when the Winning 
Supplier generates revenue based on contract utilization by current and future 
Members. The proposed Administrative Fee for this contract is two percent (2%) based 
on the terms disclosed in the Attachment A – Model Administration Agreement. 

☒  Agree to proposed Administrative Fee 

☐ Negotiate Administrative Fee. Provide additional information below if you opt to 
negotiate. 

We agree to proposed Administrative Fee. 

6.1.2. Sales & Administrative Fee Reporting. Equalis Group requires monthly reports 
detailing sales invoiced the prior month and associated Administrative Fees earned by 
the 15th of each month. Confirm that your company will meet this reporting 
requirement. If not, explain why and propose an alternative time schedule for providing 
these reports to Equalis Group. 

We can provide reports as required. 

6.1.3. Self-Audit. Describe any self-audit process or program that you plan to employ to 
verify compliance with your proposed contract with Equalis Group. This process 
includes ensuring that Members obtain the correct pricing, reports reflect all sales made 
under the Contract, and Winning Supplier remit the proper admin fee to Equalis. 

Our process will include a semi-annual review of services provided to members to ensure project 
pricing and administrative fees are accurately reported.  Our review will also confirm all sales are 
reported and appropriate fees are submitted to Equalis. 
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7. Required Proposal Forms 
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Proposal Form 3: Diversity Vendor Certification Participation 
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Proposal Form 4: Certifications and Licenses 
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Proposal Form 5: Unresolved Findings for Recovery 
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Proposal Form 6: Mandatory Disclosures 
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Proposal Form 7: Dealer, Reseller, and Distributor Authorization 
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Proposal Form 8: Mandatory Supplier & Proposal Certifications 
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Proposal Form 9: Clean Air Act & Clean Water Act 
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Proposal Form 10: Debarment Notice 
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Proposal Form 11: Lobbying Certifications 
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Proposal Form 12: Contractor Certification Requirements 
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Proposal Form 13: Boycott Certification 
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Proposal Form 14: Federal Funds Certification Forms 
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Proposal Form 15: Arizona Contractor Requirements 
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Proposal Form 16: Ownership Disclosure Form (N.J.S. 52:25-24.2) 

  



 

66 

Proposal Form 17: Non-Collusion Affidavit 
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Proposal Form 18: Affirmative Action Affidavit (P.L. 1975, C.127) 
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Proposal Form 19: C. 271 Political Contribution Disclosure From  
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Proposal Form 20: Stockholder Disclosure Certification 
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Proposal Form 21: General Terms and Conditions Acceptance Form 

 
  



   

Exceptions 

 

Page 
Section / 

Reference Proposed Exception Rationale 

RFP Cybersecurity Products & Services COG-2127 (Section 2) 

26 

Proposal Form 
14: Federal 
Funds 
Certification 
Forms, section 
2 

Please Modify as Follows: 

When a participating agency expends federal funds, 
the participating agency reserves the right to 
immediately terminate any agreement in excess of ten 
thousand dollars ($10,000) resulting from this 
procurement process in the event of a breach or 
default of the agreement by Offeror in the event Offeror 
fails to: (1) meet schedules, deadlines, and/or delivery 
dates within the time specified in the procurement 
solicitation, contract, and/or a purchase order; (2) 
make any payments owed; or (3) otherwise perform in 
accordance with the contract and/or the procurement 
solicitation. Participating agency also reserves the 
right to terminate the contract immediately, with written 
notice to offeror, for convenience, if participating 
agency believes, in its sole discretion that it is in the 
best interest of participating agency to do so. Bidder 
will be compensated for work performed and accepted 
and goods accepted by participating agency as of the 
termination date if the contract is terminated for 
convenience of participating agency. Any award under 
this procurement process is not exclusive and 
participating agency reserves the right to purchase 
goods and services from other offerors when it is in 
participating agency’s best interest. 

Plante Moran does not agree for 
its payment to be conditioned on 
acceptance of the work 
performance. 

37 

Proposal Form 
18:  Affirmative 
Action Affidavit, 
first full 
paragraph on 
page 37 

Please Modify as Follows: 

The contractor or subcontractor, where applicable will, 
in all solicitations or advertisement for employees 
placed by or on behalf of the contractor, state that all 
qualified applicants will receive consideration for 
employment without regard to age, race, creed, color, 
national origin, ancestry, marital status, sex, 
affectional or sexual orientation, or that it is an equal 
employment opportunity employer. 

Plante Moran’s job solicitations 
and advertisements state that it is 
an equal employment opportunity 
employer. 

RFP Cybersecurity Products & Services COG-2127 (Section 3) 

4 2.6(b) 

Please Modify as Follows: 

Exceptions. Nothing herein will apply to any 
information (a) which is or becomes generally 
available to the public other than as a result of a 
disclosure by a Receiving Party or its representatives, 
(b) which was available on a non-confidential basis 

Plante Moran would like to add 
the indicated exception. 



   

Page 
Section / 

Reference Proposed Exception Rationale 

prior to its disclosure by the Disclosing Party or its 
representatives, (c) which becomes available to a 
Receiving Party on a non-confidential basis from a 
source other than the Disclosing Party or its 
representatives, provided that such source is not 
known to be subject to any prohibition against 
transmitting the information, (d) which is disclosed 
pursuant to an order of court; provided that in the 
event that proprietary information is disclosed or 
threatened to be disclosed pursuant to this clause (d), 
the Receiving Party will give the original Disclosing 
Party prompt, written Notice, as hereinafter defined, 
of such threatened disclosure and the right to defend 
against such disclosure, at Disclosing Party’s 
expense, and provided further that the original 
Receiving Party will cooperate reasonably in such 
defense, (e) which is subject to a Freedom of 
Information Act Request or other public records 
request to which a Party is, or may be, required to 
respond by applicable law, or (f) which is 
independently developed by the Receiving Party 
without using information provided by the Disclosing 
Party in connection with this Master Agreement.  

5 2.7 

Please Modify as Follows: 

Indemnification. Winning Supplier shall protect, 
indemnify, and hold harmless both CCOG and 
Equalis Group and its Members, administrators, 
employees and agents against all claims, damages, 
losses and expenses in each case to the extent 
caused by the gross negligence or willful misconduct 
of Winning Supplier, Winning Supplier employees or 
subcontractors in the preparation of the solicitation 
and the later execution of the contract, including any 
supplemental agreements with Members.  

Plante Moran can agree to 
indemnify CCOG, Equalis, etc., in 
proportion to Plante Moran’s fault, 
if any. 

5 2.9 

Please Modify as Follows: 

Winning Supplier Insurance. During the Term of 
this Master Agreement, and for two (2) years 
following expiration or termination of this Master 
Agreement, Winning Supplier, at its own expense, 
shall maintain and shall require that its agents, 
subcontractors, and suppliers engaged in Winning 
Supplier’s performance of its duties under this Master 
Agreement maintain general liability insurance, 
property insurance, and automobile insurance (at a 
minimum, in the amount of $1,000,000 per 
occurrence/$5,000,000 annual aggregate) applicable 
to claims, liabilities, damages, costs, or expenses 
arising out of its performance under this Master 
Agreement, or any Appendix, and with respect to, or 
arising out of, Winning Supplier’s provision of 
Products & Services to Program Participants. CCOG, 

“Any” is too broad. 

Plante Moran’s insurance 
companies will not provide notices 
to third parties. 



   

Page 
Section / 

Reference Proposed Exception Rationale 

Equalis, and their respective officers, directors, 
employees, and agents will be named as certificate 
holders on Winning Supplier’s related insurance 
policies. The Winning Supplier provide thirty (30) day 
notice in the event of cancellation or nonrenewal of 
any and all insurance policies. Winning Supplier shall 
submit to Equalis within ten (10) calendar days after 
the Effective Date of this Master Agreement, and 
prior to furnishing Products & Services to any 
Program Participants, valid certificates evidencing the 
effectiveness of the foregoing insurance policies. 
Winning Supplier shall provide such valid certificates 
on an annual basis until the terms of this section are 
no longer applicable.  

6 2.10(c) 

Please Modify as Follows: 

Breach. In the event that any Party commits a 
material breach of its obligations under this Master 
Agreement, the non-breaching Party(ies) may provide 
written Notice describing the material breach to the 
breaching Party. The breaching Party will have thirty 
(30) calendar days to cure such breach or provide 
acceptable reassurance to the non-breaching 
Party(ies), or, if the Parties agree that a cure or 
reassurance is not feasible within thirty calendar (30) 
days, such period of time for cure or satisfactory 
reassurance as the Parties may agree in writing. If 
the breach is not cured within such period or if 
satisfactory reassurance is not accepted by the non-
breaching Party(ies) in such period, then the 
Party(ies) not in breach may terminate this Master 
Agreement upon ten (10) business days written 
Notice at the Addresses for Notices set forth in 
Appendix A.  

Plante Moran does not agree to 
exclude breaches of payment 
obligations. 

6 2.12 

Please Modify as Follows: 

Audit of Winning Supplier. CCOG and Equalis, 
whether directly or through an independent auditor or 
accounting firm that is not a competitor of Winning 
Supplier, shall have the right to perform audits, 
including inspection of books, records, and computer 
data relevant to Winning Supplier’s provision of 
Products & Services to Program Participants 
pursuant to this Master Agreement, to ensure that 
pricing, inventory, quality, process, and business 
controls are maintained; provided, however, that such 
inspections and audits will be conducted upon 
reasonable notice to Winning Supplier and so as not 
to unreasonably interfere with Winning Supplier’s 
business or operations.  

Plante Moran can agree to audits 
so long as the independent 
auditor is not a competitor of 
Plante Moran. 



   

Page 
Section / 

Reference Proposed Exception Rationale 

7 2.15 

Please Modify as Follows: 

Waiver. Any waiver by any Party(ies) of or the failure 
of any Party(ies) hereto to enforce at any time its 
rights with regard to any breach or failure to comply 
with any provision of this Master Agreement by the 
other Party(ies) may not be construed as, or 
constitute, a continuing waiver of such provision, or a 
waiver of any other future breach of or failure to 
comply with the same provision or any other provision 
of this Master Agreement.  

The non-waiver provision needs 
to cover payment obligations. 

7 2.16 

Please Modify as Follows: 

Governing Law; Invalidity. This Master Agreement 
shall be construed and enforced in accordance with, 
and governed by, the laws of the State of Ohio 
without regard to rules of conflict of laws. If any 
provision of this Master Agreement is declared 
unlawful or unenforceable by judicial determination or 
performance, then the remainder of this Master 
Agreement shall continue in force as if the invalidated 
provision did not exist. Any suits filed by any Party 
pursuant to this Master Agreement shall be brought in 
a court of competent jurisdiction located in Cuyahoga 
County, Ohio.  

Plante Moran does not agree to 
this attorney fee-shifting provision. 

8 2.19(a) 

Please Modify as Follows: 

Winning Supplier expressly agrees that in the hiring 
of employees for the performance of work or services 
under this Master Agreement or any subcontract that 
takes place in the State of Ohio, Winning Supplier, its 
subcontractors, or any person acting on a Winning 
Supplier’s or its subcontractor’s behalf shall not 
discriminate in the hiring of employees by reason of 
race, creed, sex, disability as defined in Section 
4112.01 of the Ohio Revised Code.  

The intent of the stricken clause is 
not clear. 
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Proposal Form 22: Equalis Group Administration Agreement Declaration 
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Proposal Form 23: Master Agreement Signature Form 

COG-2127E

Jul 15, 2022

Scott A. Morgan (Jul 18, 2022 09:59 EDT)
Scott A. Morgan

Jul 18, 2022
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